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**Habilidades y destrezas de cada rol del Proyecto**

|  |
| --- |
| **Objetivo del Documento** |
| El siguiente documento tiene como objetivo registrar las responsabilidades y cualidades esperadas de cada rol involucrado en el proyecto. |
| **Roles que intervienen en el Proyecto:** |
| A continuación, se detallan los roles o perfiles detectados para este proyecto:   * Analista Funcional (AF) * Arquitecto de Sistemas (A) * Desarrollador Fullstack (D) * Coordinador de pruebas (CP) * Especialista en Seguridad informática (ESI) |
| **Matriz de habilidades y competencias de cada rol del proyecto** |
| A continuación, se describen las habilidades y competencias necesarias de cada rol del equipo del proyecto:   |  |  | | --- | --- | | Rol: Analista Funcional | | | **Responsabilidades** | **Habilidades y competencias** | | * Analizar y documentar los requerimientos técnicos. * Validar que los procesos diseñados cumplan con los requerimientos. | * Experiencia en el análisis y documentación de requerimientos * Capacidad de comunicar efectivamente los requerimientos analizados * Capacidad de traducir las complejidades del dominio a reportes técnicos | | Rol: Arquitecto de Sistemas | | | **Responsabilidades** | **Habilidades y competencias** | | * Diseñar la arquitectura de software del sistema. * Diseñar los procesos que incurren en el sistema en base a los requerimientos * Diseñar la infraestructura en la cual será desplegado el sistema. * Validar las pruebas de integración del sistema. | * Experiencia con sistemas embebidos y sensores * Experiencia con sistemas de métricas y análisis de datos * Capacidad para colaborar con equipos de diferentes disciplinas | | Rol: Desarrollador Fullstack | | | **Responsabilidades** | **Habilidades y competencias** | | * Desarrollar los módulos y submodulos de software que conforman al sistema. * Participar en el desarrollo de las pruebas de unidad de cada módulo y la integración de los mismos. | * Experiencia en el desarrollo para sistemas embebidos * Experiencia en la integración de sensores o fuentes de información en tiempo real * Experiencia en el desarrollo de interfaces de usuarios orientadas a métricas * Experiencia con servicios de mensajería * Capacidad de trabajo en equipo | | Rol: Coordinador de pruebas | | | **Responsabilidades** | **Habilidades y competencias** | | * Coordinar el desarrollo y evaluación de las pruebas unitarias sobre los módulos del sistema * Coordinar el desarrollo y evaluación de las pruebas de integración * Coordinar el desarrollo y evaluación de las pruebas de seguridad * Coordinar pruebas de aceptación junto con usuarios expertos | * Capacidad para diseñar un plan de pruebas integral que aborde todos los aspectos del sistema * Experiencia realizando pruebas para sistemas embebidos * Capacidad de trabajar con las distintas áreas del proyecto para el desarrollo correcto de las pruebas | | Rol: Especialista en Seguridad Informática | | | **Responsabilidades** | **Habilidades y competencias** | | * Mantener un seguimiento horizontal sobre el desarrollo del proyecto para asegurar que se cumplan los lineamientos de seguridad en los procesos. * Mantener un seguimiento vertical sobre el desarrollo de software para asegurar que se cumplan los lineamientos de seguridad de software. * Participar en el desarrollo de pruebas de seguridad para asegurar que el producto final no presenta vulnerabilidades | * Experiencia en seguridad de sistemas embebidos * Capacidad para identificar potenciales riesgos de seguridad y proponer planes de mitigación * Capacidad para actuar eficazmente ante incidentes de seguridad. * Capacidad de comunicación horizontal para informar los lineamientos de seguridad a las áreas correspondientes | |
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(Aclaración: la aprobación del documento, estará dada por los docentes a cargo del proyecto una vez que se considere que no debiera tener más modificaciones).